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UNITED STATES DISTRICT COURT
WESTERN DISTRICT OF ARKANSAS

FAYETTEVILLE DIVISION

UNITED STATES OF AMERICA,

Plaintiff,

VS.

ANTHONY ALLEN JEAN,

Defendant.

)
)
)
)
)
)
)
)
)
)

CASE NO.
5:15-CR-50087-001

TRANSCRIPT OF MOTION HEARING
BEFORE THE HONORABLE TIMOTHY L. BROOKS

June 23, 2016; 1:08 p.m.
FAYETTEVILLE, ARKANSAS

FOR THE GOVERNMENT:

MR. DENIS DEAN
United States Attorney's Office
414 Parker Avenue
Fort Smith, AR 72901
(479) 249-9040
Denis.Dean@usdoj.gov

FOR THE DEFENDANT:

MR. JOSE MANUEL ALFARO
Federal Public Defender's Office
Western District of Arkansas
3739 N. Steele Blvd., Suite 280
Fayetteville, Arkansas 72703
(479) 442-2306 Phone
Joe_Alfaro@fd.org

Proceedings recorded in realtime via machine shorthand.
________________________________________________________

Dana Hayden, CCR, RMR, CRR
Federal Official Court Reporter

35 East Mountain Street
Fayetteville, Arkansas 72701
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THE COURT: Mr. Alfaro?

MR. ALFARO: I do have a few questions.

THE COURT: All right.

CROSS-EXAMINATION

BY MR. ALFARO:

Q. We're talking about sending information over the

Internet, correct?

A. Yes.

Q. Does the FBI encrypt its websites?

A. I'm sorry. Could you clarify the question?

MR. DEAN: Objection. I don't see how this is

relevant to the motion TO suppress.

MR. ALFARO: I'll connect it in a few

questions, Judge.

THE COURT: Better get there quick.

(By Mr. Alfaro:)

Q. Are there benefits for sending information through

the Internet on an encrypted connection?

A. In some instances, yes.

Q. Does that prevent from tampering?

A. It can help, but it does not prevent it, not

entirely.

Q. Does it make it less likely?

A. In some instances, yes.

Q. Was the NIT sent back -- when it was collected from
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the defendant's computer and sent back to Virginia, was

that sent over an encrypted network? That's a yes or

no.

A. The -- sorry then. Can you repeat the question? I

didn't hear if you said encrypted or unencrypted.

Q. Yes, agent.

The information that was collected by the NIT,

was it sent back over an encrypted network?

A. No. It was sent in clear text over the regular

Internet.

Q. Did the NIT collect the IP address from the

computer?

A. As I stated during my direct, the NIT collects the

information from the computer and then sends it back to

the government, and the government can see what IP

address that information originates from.

Q. So the NIT sees the IP address from, directly from

the computer, from Mr. Jean's computer?

A. From a very low-level technical perspective, no; in

a high level, yes. So I would need you to be more

specific in your question.

Q. Would I be correct in saying that it only got --

that it got the IP address from whatever it was

receiving from the NIT? From whatever the NIT was

coming back from, whatever IP address the NIT was coming
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